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Introduction

On the evening of November 2, 1988, a computer "worm" program attacked the Internet. The attack continued for several days and infected as many as 6,000 machines. Taking advantage of widely known flaws in software frequently installed on UNIX systems and using a mechanism designed to simplify resource sharing in local area networks, the worm replicated uncontrollably, eventually overwhelming the processing capabilities of many infected machines until they failed completely. The cost of such an attack is difficult to estimate. Thousands of hours of system availability time were lost, and tens of thousands of hours were required to correct problems created by the attack. The intangible effects were possibly even more serious: loss of confidence, a retreat from the productive sharing of resources, and undeserved tarnishing of reputations, to name a few.

The Internet attack was not the first computer virus attack, nor will it be the last. The first documented virus, the Creeper, began to spread in 1970 through the ARPAnet, a national network linking university, military, and corporate computers. The Creeper was relatively harmless, its only function being self-replication. In a more damaging incident, the Christmas Trojan horse infected the BITNET in December 1987, appearing on five continents and seriously disrupting IBM's global electronic mail network for seventy-two hours. The widely publicized AT&T outage in January 1989 was reputedly the result of sabotage. Even the Defense Department's computer security has been successfully breached on more than one occasion. The FBI estimates the average computer crime costs $400,000, and Coopers & Lybrand estimates annual worldwide losses to computer misconduct at $15 billion.

The American Council on Education published a white paper in May 1989 entitled *Computer Viruses, Legal and Policy Issues Facing Colleges and Universities*. The authors of this paper questioned whether colleges and universities were particularly vulnerable to virus attacks. Their answer: "Probably. Institutions of higher learning often have an unusual concentration of people with computer expertise and the freedom and incentive to explore frontier technologies." This observation applies to all security issues. One of the most difficult challenges information technology managers at colleges and universities face is finding the correct balance between academic freedom and essential security measures.

A strong motivation for seeking that balance is the threat of legal liability. Colleges and universities can be held responsible for the irresponsible conduct of their employees.

---

1 The "Internet" is the name given to the interconnected networks in the NSFNET, a high-speed electronic network created with support from the National Science Foundation that is made up of a transcontinental backbone of trunk lines connecting a number of regional networks, each of which connects a dozen or more campus-area networks. Information about NSFNET, including guidelines on viruses and protecting information resources, is available by sending an electronic mail message to: INFO-SERVER@INNSC.NSF.NET containing the text: Request: NSFNET Topic: Help


students or their employees. In all cases, protection of critical information assets is a fundamental responsibility of information systems organizations. Absolute protection is unrealistic and unnecessary. All security measures impose some inconvenience and inefficiency and involve some overhead. For example, secret passwords need to be remembered, entered to obtain access, and controlled by software which uses system resources. Physical access control systems may require the user to carry a card and certainly require some sort of delay upon entering and sometimes upon exiting. The optimal level of protection is that which is minimally required and it can be difficult to define.

The purpose of this paper is to define and discuss some of the security issues facing higher education today and in the near future. We conducted in-depth interviews at eight colleges and universities of varying size and composition to gain insight about how they perceive and approach their security concerns. We did not consider our survey a scientific sample, nor did we intend to draw broad conclusions from what is not necessarily a representative subset of colleges and universities. We expected to discover some interesting consistencies, however, and we did.

If this paper generates discussion and motivates proactive intervention in matters of information security, it will have accomplished its end. After all, information isn’t harmful; it’s how we use or misuse it that helps or hurts us. As Dr. Fred Cohen, who formally defined the term “computer virus” while a graduate student at the University of Southern California, said when speaking about computer viruses (as quoted in a May 9, 1988, Dallas Morning News article): “ignorance isn’t bliss. It’s suicide.”

Key Findings

The findings from our campus interviews that we feel best frame and introduce the discussion that follows in the next section are:

- Administrators and operations staff are most aware, and faculty and students are least aware, of information security issues.
- The issues affecting computer operations rank in order of importance as follows:
  - Confidentiality
  - Telecommunications
  - Microcomputers
  - Contingency Planning/Disaster Recovery
  - Physical Security
  - Because institutions have assessed risk in specific areas of computer operations, senior level administrators do not believe an overall security risk assessment is warranted.
  - Not all institutions have developed security policies, and most existing policies do not specifically address microcomputer security.
  - Security administration is more often a part-time than a dedicated function.
  - Expanded use of networks, end-user computing, and the impact of technological advances on security are seen as the issues most likely to affect information security in the 1990s, with image processing and paperless systems identified as the technologies most likely to affect computer operations in the next decade.

Although not conclusive, our study identifies some key issues relating to information security at colleges and universities. Given the rapid pace of technological change, the decentralization of computing, and the proliferation of computers, networks, and users of varying capabilities in the academic setting, information security is an area of significant importance in higher education.

Observations and Concerns

We were not surprised to discover that the higher education executives and managers we interviewed were very knowledgeable and aware of information security issues. In addition to the issues they identified, we would add some concerns based on our analysis of the findings of our study, our experience in serving institutions of higher learning, and our thoughts about the future of computer use on college campuses.

- We believe that in today’s environment security risk assessments should be performed regularly to ensure the adequacy of information security policies and procedures.
We believe that higher education administrators should give serious consideration to addressing viruses—a relatively new threat—and microcomputer security issues. In our opinion, these issues will become more significant, given the increasing use of networks on college campuses and the increasing number of microcomputer users.

Given the size, complexity, and importance of the computing environments in institutions of higher education today, we believe that colleges and universities should provide business continuity/disaster recovery plans to protect themselves from worst-case scenarios which will hopefully never occur.

Although some colleges and universities are hiring risk managers, we believe that more institutions should either assign this responsibility to existing staff with appropriate training or hire outside personnel to carry out this function. Moreover, risk managers' responsibilities should include regularly reviewing their institution's information security policies and procedures. These policies and procedures may need to be updated frequently to accommodate the ever-changing computer environment.

Institutions of higher learning should be alert to possible enhancements in their information security policies and procedures. After the Internet worm incident, Cornell University established an inquiry commission to review its security measures. Their report concluded: "The university can only encourage reasonable behavior. It cannot guarantee that university policies and procedures will be followed."

We conclude this introduction with the same cautionary note. Information security administrators and others in the higher education community need to reassess their information security policies and procedures, increase awareness, and otherwise do as much as possible to protect themselves from computer viruses and other threats and adverse situations. In other words, they should do as much as they can to "encourage reasonable behavior."

---

Summary of Findings

After identifying what we believed to be the broad information security issues relevant to computer processing, we organized those issues into an “interview guide” (included in the Appendix) that formed the basis for conducting interviews with the participants in our study.

The study was conducted in the spring of 1989 by visiting the campuses of eight colleges and universities:
- Maricopa Community Colleges
- Ohio State University
- Swarthmore College
- University of Miami
- University of North Carolina at Greensboro
- University of Southern California
- Virginia Polytechnic Institute and State University
- Yale University

On each of these campuses, we interviewed the executive(s) directly responsible for information processing for both academic and administrative computing. Where possible, we also interviewed security administrators or the highest level of executive management involved in computing operations.

Issues were identified, our study was conducted, and findings are herein summarized in eight areas:
- Awareness of Information Security
- Information Security Concerns
- Risk Assessment
- Information Security Policies
- Security and Control
- Information Security Administration
- Information Security Issues for the 1990s.

Within each area, notable findings are presented and related issues that would benefit from further research are identified.

1—Awareness of Information Security

It is arguable that broad-based awareness of security issues is the single most effective means of ensuring information security. The effectiveness of most security measures depends largely on the behavior of the people affected by those measures. For example, an access control system based on secret passwords is effective only if people do not share their passwords.

If people are to be aware of security issues they need to be educated about their institution’s security concerns and solutions, and they must understand their role in making security measures effective. Such information helps convince people that security measures are necessary and valuable, even given the inconveniences associated with them. In addition, it is advisable to reinforce institutional security values over time to maintain security awareness.

The colleges and universities we surveyed depend largely on definitions of appropriate conduct (codes of conduct, bylaws, formal security policies, even federal and state laws) to establish information security responsibilities and awareness of those responsibilities. In most instances, mainframe computer privileges are issued only after potential users sign an authorization form containing the conditions under which access is granted. In striking contrast, we found a widespread absence of even such rudimentary measures in the microcomputer environment. For example, only two of
the institutions have a code of conduct for microcomputer use, one of which was described as "inadequate" by the participant who reported it. Overall, we found little evidence of proactive security awareness programs, and participants reported no immediate plans for increasing awareness of information security issues.

An institutional commitment to security awareness must come from top administration. Administrators generally stay informed about pertinent information security issues by relying on senior information systems professionals and internal and external auditors. Administrators are often reactive to information security since they are frequently unable to devote adequate time to such issues. For example, corrective actions frequently result only after an unfavorable comment in the annual audit report, or a highly publicized event like a virus attack.

The Internet worm elicited considerable concern from administrators at the colleges and universities we surveyed. They wanted to know whether their institution had been affected, if their institution had been damaged, and if so, why the attack was not prevented.

Findings and Observations

Participants rated (on a scale of low, medium, and high) their campus administration's and their user groups' awareness of information security issues (including software piracy, copyright violations, unauthorized access, and physical security). Findings included:

- Executive administration at institutions which have a full-time security administrator and a security policy received high ratings for information security awareness, while executive administration at institutions without a full-time security administrator or a security policy received slightly lower to much lower ratings.

- Administrators and operations staff are most aware, and faculty and students are least aware, of information security issues and, similarly, administrative computing personnel were more aware of security issues than those involved in academic computing (see Exhibit 1).

It is not surprising that our survey indicated that a formal security administration function correlates to a higher level of security awareness, since a commitment to security administration indicates an institution's administrative priorities regarding security. Furthermore, institutions having people responsible for reviewing, defining, and enforcing security policies are more likely to recognize the need for programs that consciously maintain and reinforce security awareness than institutions that have not assigned such responsibilities.

Participants discussed how information security awareness is maintained and reinforced for administrative and academic computing activities on their campuses. Among the methods used to maintain awareness are the existence of a security policy, a lab monitoring function, meetings, training, agreements, physical security, and written guidelines (see Exhibit 2).

Participants who gave their institutions' administration and users higher overall awareness ratings used a combination of the following to promote awareness:

- Security Policy
- Lab Monitoring Function
- Physical Security
- Written Guidelines

Further Research

It is reasonable to assume that executives who have a higher level of awareness about information security issues are better able to plan, implement, and maintain

Exhibit 1

<table>
<thead>
<tr>
<th>INSTITUTIONS REPORTING</th>
<th>AWARENESS</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td>High</td>
</tr>
<tr>
<td>Executive Administration</td>
<td>-</td>
</tr>
<tr>
<td>Administration</td>
<td>-</td>
</tr>
<tr>
<td>Operations Staff</td>
<td>-</td>
</tr>
<tr>
<td>Faculty</td>
<td>-</td>
</tr>
<tr>
<td>Students</td>
<td>-</td>
</tr>
</tbody>
</table>
information security systems. In fact, our study indicates institutions with the most aware administrators and user groups have a full-time security administrator and a security policy, and use a combination of methods to continually promote awareness.

A more in-depth study of a larger population of institutions might address:

- What is the degree of correlation between the existence of a full-time security administrator and a higher level of awareness about information security issues among administration and users?
- What is the degree of correlation between the existence of a security policy and a higher level of awareness about information security issues among administration and users?

2—Information Security Concerns

Participants discussed the issues affecting their computing operations, and collectively ranked them in order of importance as follows:

- Confidentiality
- Telecommunications
- Microcomputers
- Contingency Planning/Disaster Recovery
- Physical Security

The information security concerns of colleges and universities are related to their mission to educate. Institutions are related to their mission to educate. Institutions typically attempt to balance academic freedom and information security. However, as one participant said, “The need for academic freedom does not lessen the need for security.” Administrators need to protect critical information assets; students value their privacy; and scholars, understandably, want assurances their research data are secured to the degree they desire.

Confidentiality of sensitive information (such as student financial information) is a particularly complex issue, especially in light of legal considerations. The Buckley Amendment places responsibility for extensive and thorough protection of all private information about students and their families squarely on the shoulders of administrators. The consequences of failure to fulfill that responsibility can be very serious, both financially and in terms of public perceptions.5

Telecommunications technology, particularly in networks, is a source of rapidly emerging security issues. While providing the benefits of global access, telecommunications bridges within and between colleges and universities provide ample opportunities to compromise security measures. Interconnecting networks and the transport of data across those connections have created an environment so complex and active it is difficult to address all the security needs adequately. The effectiveness of the Internet worm illustrates such vulnerability.

Microcomputers at the institutions we surveyed were also a source of security concern, primarily due to the ease of physical access and the threat of virus attack. Growing dependence on intelligent workstations and the legal liability issues related to storage of confidential data on microcomputers demand administration’s attention.

Finally, business continuity/disaster recovery planning is gaining importance both in the business and academic community as dependence on computer systems continues to grow in nearly all fields.

Findings and Observations

Our findings can be related in the five identified areas.

Confidentiality

Confidential data are usually associated with administrative computing. Student records (demographics, grades, and personal and family financial information), grant and donor information, and a private institution's financial information are examples of confidential data. We found that:

- Financial information at public institutions is a matter of public record and is considered less confidential than at private institutions.
- The surveyed colleges and universities expressed concern about negative publicity regarding security breaches (computer virus, unauthorized disclosure of information and the like), believing that such publicity could affect funding efforts.
- All the surveyed institutions were aware of issues related to the confidentiality of data and had security measures that they believe to be appropriate in their circumstances.
- Participants did not believe that their existing confidentiality security measures would be changed substantially in the near future.

Telecommunications

Colleges and universities use telecommunications technology to: (1) support networks for administrative computing which involves distributed processing and remote data access; (2) support academic computing networks for research and instruction; and (3) provide delivery of information services to the public.

We found that survey participants are concerned about:

- Disruptions to computer processing due to damaged telecommunications
- The role of telecommunications in the spread of viruses
- Unauthorized access to computer processing via telecommunications

- Disclosure of confidential information via telecommunications

The surveyed institutions believed that a prolonged disruption to telecommunications could seriously hinder administrative and/or academic operations; however, they did not have disaster recovery plans in place that would ensure restoration of such capabilities within a reasonable time frame. Those we interviewed recognized that telecommunications technology is likely to give more users access to their institution's computing services, thereby increasing the risk of exposure to viruses and unauthorized access to confidential information.

Microcomputers

The most significant information security issues related to microcomputer use include viruses, local area networks which provide access to sensitive information, and legal concerns involving copyright violations.

We found that most of the surveyed institutions believe the information security threat associated with microcomputer use is limited because microcomputers typically are operated on a stand-alone basis (i.e., they are not connected to a network). According to the study participants, viruses had infected primarily free-standing personal computers.

Most survey participants considered their administrative computing systems to be relatively secure from viruses that lead to information security risks, which they associated more with academic computing. A virus in academic computers could interrupt all of an institution's academic computing. We found that cleaning up viruses is now considered a daily maintenance procedure.

Business Continuity/Disaster Recovery Planning

Most of the survey participants who indicated disaster recovery plans did not believe that they provide for the resumption of computing operations within a reasonable time after a major disruption in processing. Several participants indicated that executive administration at their institutions did not consider additional disaster recovery provisions to be warranted. All of the surveyed institutions were employing backup procedures and had off-site storage facilities.
Physical Security

Physical security issues—including loss of hardware and software due to theft or damage, and security breaches due to unauthorized use—were not major concerns of participants. Most surveyed institutions believed that their current physical security measures were adequately protecting hardware and software.

Effect of Security Breaches on Information Security Procedures and Controls

Participants discussed publicized incidents of security breaches and viruses, and how those incidents have changed their computer processing (mainframe, minicomputer, or microcomputer) procedures and controls. Notable findings in this area included:

- Publicized incidents of security breaches at other institutions have heightened information security awareness at most of the surveyed institutions. After such publicity, administration reviewed controls and procedures, and often concluded that security procedures at their institution were adequate.

- None of the surveyed institutions reported security breaches other than a virus infection.

- After a virus invaded their computers, four of the eight institutions changed their security controls and procedures. These changes included limiting the use of student-owned software, testing all software before execution, discouraging sharing of diskettes, reinforcing backup procedures, and instituting policy changes in the schools’ bylaws.

Further Research

Use of telecommunications and computer technology in higher education is expanding and changing at a rapid rate. Additional research in this area would be valuable to ascertain:

- What priority do institutions of higher education assign the issues affecting information security?

- Are the priorities based on awareness, cost, or arbitrary decision-making?

- Are the priorities appropriate?

- Do institutions of higher education require the same degree of business continuity/disaster recovery planning as for-profit organizations?

- Is a major disruption to computing services a greater threat than is recognized by the surveyed institutions?

- Is the cost of developing and maintaining a disaster recovery plan warranted in the higher education environment?

Finally, further expansion of computer and telecommunications technology may increase the threat of computer viruses. Have institutions of higher education developed the policies and security procedures necessary to reduce the risk of spreading a computer virus across a network?

3—Risk Assessment

A risk assessment analyzes the existence and adequacy of computer controls that ensure:

- Confidentiality—sensitive data are identified and treated in a confidential manner.

- Integrity—data are kept complete, secure, and updated.

- Availability—data are accessible only to authorized users, and business continuity procedures are in effect for restoration of processing after a major interruption of computer processing.

Findings and Observations

Participants in our study were asked if their institution had conducted an objective security risk assessment within the last two years. While no overall risk assessments had been conducted, reviews of select areas of security had been performed (see Exhibit 3). Five participants indicated security procedures in sensitive areas were reviewed periodically by internal and external auditors.

Since the administration at most of the surveyed institutions had assessed specific areas of computer operations risks, they did not believe an overall risk assessment to be warranted; several participants, how-
ever, believed their institutions should establish a business continuity plan. One surveyed institution was in the process of conducting a security risk assessment for its administrative computing environment, including a review of their multi-campus telecommunications operations and the development of a disaster recovery plan.

Another institution in our study group had conducted a partial risk assessment. The resultant recommendations were described by information systems management as too general and not useful in enhancing the security and controls environment. Their experience illustrates the importance of defining the goals of a risk assessment before conducting the assessment to help ensure useful results. Furthermore, the assessment should include a cost/benefit analysis in support of the assessment recommendations. Without cost analysis, administrators may find it difficult to accurately determine the best course of action, resulting in a situation where needed security measures are not implemented.

Security measures can lose effectiveness over time. For example, password secrecy is frequently lost over time and the likelihood that encryption routines can be decoded increases with age. Risk needs to be regularly reassessed since all changes to a computer environment may affect previous conclusions and assessments.

As stated, most of the institutions in our study had not conducted a formal, objective risk assessment in at least two years. We found the risk management function at these institutions to be concerned primarily with insurance matters and protection of physical assets rather than with managing the risks associated with information security or business continuity.

Given the rapid change of computer and network technology, constant vigilance by those charged with protecting critical information assets is necessary. This should involve both daily scrutiny as well as periodic evaluations of the security measures in place.

**Further Research**

An objective risk assessment can put information security risks in perspective, and position executive administration to take a proactive stance. Further research could determine whether the climate exists in higher education for risk assessment. Is the need perceived?

Are the full benefits of risk assessment known at the proper levels of administration?

Managing the information security risks associated with an institution’s computing environment is as important as knowing what the risks are. Research in this area could disclose:

- How widespread is the risk management function in higher education?
- Does every institution need a risk management function?
- How extensive does a risk management function in higher education need to be?
- Should a security administrator function include the risk management duties associated with information security, or should institutions expand an existing risk management function?

**Exhibit 3**

Risk Assessment Reviews Conducted

<table>
<thead>
<tr>
<th>Number of Institutions Reporting</th>
<th></th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>Performed overall risk assessment in last two years</strong></td>
<td>0</td>
</tr>
<tr>
<td><strong>Security risk assessed in specific areas within the last two years</strong></td>
<td>4</td>
</tr>
<tr>
<td>Physical security</td>
<td>3</td>
</tr>
<tr>
<td>Division of duties</td>
<td>1</td>
</tr>
<tr>
<td>Disaster recovery plan</td>
<td>1</td>
</tr>
<tr>
<td>Reporting structure</td>
<td>1</td>
</tr>
<tr>
<td>Security policy</td>
<td>1</td>
</tr>
<tr>
<td>Security procedures</td>
<td>1</td>
</tr>
</tbody>
</table>
4—Information Security Policies

A security policy has at least the following four characteristics: (1) security guidelines for all operating environments (mainframe, minicomputer, microcomputer, local area network, and telecommunications), which encompass both administrative and academic computing; (2) personnel or a method for implementing, monitoring, and enforcing the policy; (3) methods for reviewing and amending the policy; and (4) methods of policy distribution.

The development and timely maintenance of a comprehensive and effective security policy is a challenging task. It is especially difficult if the responsibility for developing and implementing a policy is ill defined.

General Findings and Observations

A majority of the institutions surveyed did not have a stand-alone security policy. Exceptions were those that had a formal security administration function. The others were relying on codes of conduct and bylaws to establish guidelines on information security rules and conduct. Federal and state laws were also considered applicable to extreme cases, such as vandalism or theft. All institutions reported limited non-disclosure policies for student biographical and research data.

Fewer than half of the institutions in our study considered their policies current and adequate. Most surveyed institutions changed policies as required by law, but not necessarily in response to changing technology. One MIS director pointed out that the existence of security policies does not necessarily create awareness or guarantee enforcement.

We found that while none of the surveyed institutions had a security policy that included all of the characteristics described above, three institutions reported having security policies which meet most of the above characteristics, with the exception that the policies do not cover all computing activities or operating environments. One institution was in the process of developing a policy.

Some institutions without a separate security policy reported that their institutions’ bylaws include general guidelines for using computer facilities, but they do not specifically address information security issues. Participants cited student brochures, departmental operations manuals, and the MIS organization monitoring for violations as additional methods for communicating and administering security procedures.

Enforcement is a sensitive issue in security administration at colleges and universities. The concept of academic freedom includes a degree of tolerance for experimentation and intellectual adventure, which may hinder the goals of security administrators. We found that the penalties for information security misconduct were often not defined, vaguely stated, or surprisingly lenient relative to those in non-campus settings. Though a change in this attitude is not necessarily called for, it is important to consider the possible implications of such an attitude.

Participants discussed the policies and tools they believe should be developed at their institution. Two of the three institutions that had security policies indicated that compliance to their policies could be enhanced by emphasizing awareness rather than punishment, and that the policies themselves could be enhanced by broadening them to include all computing environments. Among the institutions that had not developed a security policy, two believed that such a policy should be developed.

Findings and Observations about Microcomputer Policies

Our interviews gathered information about microcomputer policies and procedures at each institution. Exhibit 4 shows the quantitative results from this section of the study.

Of the institutions with a security policy, only one addressed microcomputer security specifically, and none addressed the use of microcomputers for sending and receiving executable programs. Some participants stated that their institutions’ bylaws establish microcomputer security guidelines regarding such sensitive areas as copyright infringement, access procedures, and sharing diskettes.

Several participants reported difficulty enforcing microcomputer policies, with enforcement inconsistent and often depending on students policing themselves. Most participants reported penalties for violations are usually established on a case-by-case basis, primarily for violations of educational ethics, vandalism, or theft.
None of the surveyed institutions reported policies governing the use of student-owned software on institution-owned microcomputers, but one institution had procedures in this area. We found that microcomputer policies do not usually include provisions for connection to, and downloading software from, electronic bulletin boards, or executing such programs on school-owned equipment.

Most participants in our study reported that physical security of micro hardware and legal liability issues concerning copyright infringement are major concerns. Such concerns are addressed through student orientation, verbal and posted warnings, copyright notices, computer classes, and the institution's bylaws.

### Further Research

Policies are most effective when they are consistently established, maintained, communicated, and monitored. It is important that policies are updated periodically to include evolving technology, and issued in a timely manner. A consistent pattern for developing, communicating, and monitoring information security policies was not evident in the surveyed institutions.

Additional research could help to gain a perspective on the following:

- Should security policies address the use of microcomputers?
- What procedures are needed to address the nature (i.e., binary vs. text) of data transmission?
- What is the academic user's view of such procedures?
- Would such procedures limit or restrict academic activities?
- What are the risks of not establishing such policies?
- Are institutional bylaws the appropriate vehicle to communicate information security policies?
5—Security and Control

Participants were asked to rank the effectiveness on a scale of 1 (lowest) to 5 (highest) of various campus computer groups (see Exhibit 5) for addressing security and control as well as other data processing issues (see Exhibit 6). The groups included:

- MIS Steering Committee
- Strategic Planning Committee
- Internal Audit Department
- Internal EDP Audit Function
- Risk Assessment Committee
- User Group
- Quality Assurance Group

Active participation by administrators and other computer systems users can contribute significantly to the introduction and integration of security concerns during the planning process. Various forums for such participation are found at most colleges and universities. According to the participants in our study, the effectiveness of those forums depends on the organizational seniority of the membership.

Although that relationship is not surprising, the quality of input given by senior administrators is affected by the degree of representation from the information systems organization. Quality input is more than the distillation and packaging of technical information and analyses. It should help to yield politically appropriate and fruitful responses to security issues. For example, one surveyed MIS director saw the public furor surrounding the Internet attack as an opportunity, because it caused widespread interest in security issues.

There is a trend in data administration in which responsibility for the security of the data is assigned to the user. Data custodians are assuming visible and active roles in deciding what data to secure and the appropriate protective measures necessary to secure those data. The advantage of this approach is that oversight duties and expertise are disseminated and duties are segregated.

Findings and Observations

Participants ranked as the most effective in addressing issues of security and control the following groups:

- Strategic Planning Committee
- MIS Steering Committee
- User Group
- Internal EDP Audit Function

These groups were identified as usually being concerned with security and control for administrative computing. Cited as the factors which contributed most to a group’s effectiveness were the administration level of group members, the group’s budget, and the degree of group activity.

Participants were also interviewed about security and control procedures in use and/or under review to protect hardware, software, and data. All of the institutions in the study were using conventional physical access restriction methods and all but one used security software.

Some of the surveyed institutions reported using security software packages such as ACF2, RACF, and TOP SECRET. Generally, participants considered these packages as tools for monitoring and accountability, not for enforcement. Participants reported that security violations are recorded and researched (on a more or less timely basis). If infractions are judged severe by those responsible for reviewing security violation reports, appropriate disciplinary actions are pursued. Infractions were considered infrequent and not a serious threat.
Information Security Administration

As stated earlier, a human resources commitment to security administration indicates administrative priorities in relation to information security. As defined in our study, a security administrator is responsible for: (1) developing, coordinating, and monitoring overall security procedures and plans; (2) developing, designing, and implementing security standards, policies, and procedures; and (3) monitoring compliance to security policies on a regular basis. The issues discussed concerned institutional commitment, both philosophical and financial, to security administration.

Findings and Observations

The description of the security administrator’s function at three of the surveyed institutions met the criteria just described, but only two institutions had positions dedicated to security administration (see Exhibit 7) and they concentrated their efforts on administrative computing. The other six institutions did not employ a full-time security administrator, but assigned security administration duties to an individual in addition to his/her other job responsibilities. The small institutions and those with limited budgets did not have a full-time security administrator.

Participants were interviewed about executive administration’s role in information security. Most believed that security issue discussions with executive management usually result from a specific event, such as a computer virus, unauthorized access to data, computer theft, or the like. Participants described administrators as reactive, interested in security issues primarily after a serious violation. One MIS director described such behavior as “event driven.” Exhibit 8 summarizes executive administration’s role in information security.

Most of the surveyed institutions expected no security budget increases or major enhancements to security policies in the next year.

Further Research

As changing technology places new demands on security systems, executive administration at institutions of higher education will need to make informed decisions and provide guidance on a broad range of information security issues. Further research in information security administration could answer:

- Does an institution’s characteristics (i.e., size, funding, research orientation) correlate with the employment of a full-time security administrator?
- What are the risks associated with not employing a security administrator, given the rate of technological change?
- Should a security administrator also assume the role of network administrator?

Use of internal and external auditors is a resource available to information systems managers and administrators interested in addressing security concerns. Generally, auditors are perceived as after-the-fact reviewers of the information used to produce reports. Their technical expertise is viewed with skepticism; their involvement in the day-to-day affairs of the information technology organization is considered bothersome. In fact, they may give fresh insight in the analysis of security issues. Internal auditors may have a broader view of the business needs of an institution than information systems staff. Similarly, external auditors may offer insight into how other institutions approach similar problems.

Findings and Observations

Participants were asked if auditors (internal or external) or consultants influenced the design, review, and testing of information security systems. They indicated their internal auditors generally play a minor role in the design, review, and testing of information security systems. Only one of the surveyed institutions reported using consultants to design, review, and test information security policies, methods, or procedures.

Overall, participants expressed a desire for greater participation by their internal auditors, and believed they could participate more effectively if they were provided with proper training in appropriate information security review and testing methodologies.

Participants at the surveyed institutions reported that as part of their audit procedures, external auditors usually review internal controls over the administrative computing activities, but not academic computing. Such reviews address security controls, but generally do not result in an in-depth analysis. Some participants indicated they would welcome comprehensive security reviews by external auditors.

Further Research

Successful institutions typically have internal auditors who can conduct EDP audits. In light of this, it would be interesting to know:

- What is the extent of EDP internal audit capability in higher education?
- Is the level of participation by EDP auditors in the design, review, and testing of information security systems appropriate?
- Do EDP internal auditors have the requisite skills to participate in the design, review, and testing of information security systems?

Exhibit 7

Security Administrative Function

<table>
<thead>
<tr>
<th>Number of Institutions Reporting</th>
</tr>
</thead>
<tbody>
<tr>
<td>Dedicated Security Administrator function</td>
</tr>
<tr>
<td>Security Administrator has other job function</td>
</tr>
<tr>
<td>RESPONSIBILITY DELEGATED TO</td>
</tr>
<tr>
<td>IS Coordinator</td>
</tr>
<tr>
<td>Various MIS Staff</td>
</tr>
<tr>
<td>Systems Programmer</td>
</tr>
<tr>
<td>VP of Administration</td>
</tr>
</tbody>
</table>

---

8—Information Security Issues for the 1990s

Two major developments will drive information security in the 1990s: the rapid growth of networks and network-based technologies (such as distributed databases) and the equally rapid growth of end-user computing on mainframes and microcomputers (spurred by the development and improvement of fourth-generation languages). Other value-added technologies, such as image processing, will create additional challenges for security administrators, such as access control of images. On the other hand, some new technologies may offer new tools to help security administrators, such as electronic signatures and biometric devices.

How best to provide for security will be the greatest challenge facing administrators, given the continuing trend toward dispersal and proliferation of critical data and access paths to critical data. Currently, it does not seem that information security is likely to keep pace with technological change. Security administrators will continually need to stay informed. Vendors can respond to market pressures to develop new security products, if they are made aware of how they can best help institutions meet their information security needs.

Findings and Observations

Participants cited the expanding use of networks and end-user computing, as well as the pace of technological advances, as the issues most likely to affect information security in the 1990s.

Networks

- There will be a substantial increase in use of inter- and intra-campus networks in administrative and academic computing.

- The increased number of users will increase the potential for unauthorized access to confidential data, particularly in situations where users have dial-up access. A major concern is how to secure confidential data and maintain network and data access control.

- Since networks will increase distributed processing and decentralized control, “data custodians” will play a major role in defining and controlling network security. Several of the participating institu-

- Several institutions suggested they will employ a network administrator to address the operational and security needs of the network.

- Other security issues related to distributed databases include wider use of distributed passwords, access across networks, and encryption and authentication across networks. Vendors may need to develop hardware and software to address those issues.

Exhibit 8
Executive Administration’s Role in Information Security Administration

<table>
<thead>
<tr>
<th>SOURCE OF INFORMATION</th>
<th>Number of Institutions Reporting</th>
</tr>
</thead>
<tbody>
<tr>
<td>Internal Auditors</td>
<td>2</td>
</tr>
<tr>
<td>MIS/IS Director</td>
<td>7</td>
</tr>
<tr>
<td>The Press</td>
<td>4</td>
</tr>
<tr>
<td>External Auditors</td>
<td>1</td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>MOST RECENT ISSUES DISCUSSED</th>
<th>Number of Institutions Reporting</th>
</tr>
</thead>
<tbody>
<tr>
<td>Physical security/theft</td>
<td>3</td>
</tr>
<tr>
<td>Virus</td>
<td>6</td>
</tr>
<tr>
<td>Unauthorized access</td>
<td>1</td>
</tr>
<tr>
<td>Employee vandalism</td>
<td>1</td>
</tr>
<tr>
<td>Data access issues</td>
<td>1</td>
</tr>
<tr>
<td>Hardware issues</td>
<td>1</td>
</tr>
</tbody>
</table>
End-User Computing

- End users may not know how to protect data, since end users are not under centralized control and are often untrained and inexperienced in data processing and computer use.

- Participants cited access control, maintaining confidentiality, and backup procedures as issues which needed to be addressed.

Pace of Technological Advances

Given the pace of advances in computer technology, participants discussed how they would meet the challenge of maintaining adequate security, identifying several technologies that are likely to affect their computer operations in this decade:

- Image processing will support storage of signatures, photographs, and documents for access and identity verification, student registration, transfer and storage of student applications and transcripts, and personnel records. However, image processing may raise significant concerns about access control and privacy, since the techniques necessary to secure image processing have not yet been fully developed.

- Paperless systems will be widely used in the future.

- Institutions will move away from transaction processing systems using written authorization, centrally controlled input and output, and printed transaction details. Systems for transferring transcripts, input and verification of grades, and processing financial aid applications are expected to allow for on-line authorization, recording, and processing with minimal manual intervention.

Concerns include:

- Providing access protection for electronic documents and signatures
- Devising transaction control procedures
- Improving quality assurance and testing methodologies during the development of such systems

- Some participants cited biometrics and artificial intelligence as potential authorization technologies. Most expected it will be years before institutions use such technologies.

Further Research

Additional research could seek answers to the following questions:

- As institutions of higher education adopt new technology and procedures (e.g., increased end-user computing, data custodians, and networking), will the information security requirements of new technologies require a foundation of information security built on today's technological base?

- Are institutions poised to adopt the new technologies and minimize any additional associated risks?

- Do institutions have the requisite experience to blend the security issues associated with the new technologies into their existing policies, procedures, and methodologies?
Concluding Observations

While the sophistication of technology continues to increase—allowing for faster, easier access to increased amounts of data and capability—the ability to adequately control access continues to lag. Our small study revealed several security and control issues which need to be addressed to reinforce the current framework. The ability to progress and keep pace in the 1990s will depend heavily on the framework of security and control methodologies developed today.

Colleges and universities will, in many ways, be in the forefront of these exciting developments. Their special need to be open and accessible while protecting critical or confidential information creates both challenges and opportunities. As is so often the case, striking the right balance between function and ease of use is difficult, especially where security issues are concerned. By their nature, institutions of higher education favor ease of use. However, their executive administration is faced with a complex combination of legal requirements and business needs for securing the privacy and integrity of sensitive information.

Scholars and students rigorously defend the rights they consider essential to academic freedom. Systems professionals, wary of the potentially negative consequences of "too much" openness, tend to lean toward greater security. Information technology executives in higher education must weigh all the conflicting factors and opinions and find the most suitable mix for their institution. Those who succeed will set new standards for their peers in corporate and government environments by finding ways to share resources productively and cost-effectively while protecting the critical data assets of their institutions.

Cost, as always, is an inescapable consideration. Effective security and control and meaningful contingency planning measures can be expensive. It may, however, prove more expensive in the long term to avoid the costs and assume attendant risks. The cost/benefit analysis is less bewildering once it is approached like a business decision. Security is simply part of the “cost of doing business.”

So, the challenge is before us. All levels of personnel are challenged:

- Executive administration should maintain a high level of awareness of the issues affecting their environments and provide the resources necessary to address them.
- Information technology executives should continue to be cognizant of the security and control demands of the new technologies.
- Security administrators should disseminate awareness and information, spreading responsibility for security throughout their organizations.
- Users should elevate and maintain their level of awareness of their security and control responsibilities.

We trust our efforts at putting the issues and concerns of this important topic into perspective will be of assistance in meeting the challenges of the next decade and beyond.
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Appendix

Interview Guide Part I

1. What are the information security issues facing institutions today? Describe the institution's computing environment, e.g., administration, research, instructional, including organization/reporting responsibilities and security for each environment.

2. What are the information security issues that you face today in each described environment? Some issues to consider may be management, reliability, performance, and logical or physical access as related to:
   - Confidentiality—balance of security, accessibility, and productivity (academic freedom and security)
   - Threats—unauthorized access, viruses, interruption of IS services, theft of information, destruction of hardware/software
   - Microcomputers—LANs, stand-alone, on-line, up- and downloading, end-user computing, violations of software copyrights (software piracy)
   - Telecommunications—networking (WANs and MANs), dial-up, connectivity
   - Physical security—security and 24-hour availability by students (computer labs)
   - Business contingency planning and disaster recovery

   a. Administrative environment
      List and describe each issue. On a scale of 1-5 with 1 being the highest, rank each issue.

   b. Research environment
      List and describe each issue. On a scale of 1-5, with 1 being the highest, rank each issue.

   c. Instructional environment
      List and describe each issue. On a scale of 1-5, with 1 being the highest, rank each issue.

3. Do you consider information security awareness at this institution to be high, medium, low, or non-existent for each of the following:
   - Executive administration
   - Administration
   - Operational staff
   - Teachers
   - Students

4. Describe the methodologies used at this institution to maintain or reinforce information security awareness and specify the party responsible for each area. For example:
   - Incorporated into the employee and student orientation programs, system science courses, computer lab sessions; signs and procedures displayed in the computer center and computer lab building(s), etc.
5. Describe the institutional security policy as it relates to each computer environment.
   a. How often is it amended for changes to the environment?
   b. When was the last update?
   c. Does the policy address all the security issues discussed in question 2?
   d. Is the policy routinely communicated to all the computer departments?
   e. Describe how it is enforced.

6. As technology progresses, are the information systems security policies, techniques, and tools keeping pace?

7. What security policies and tools would you recommend be developed? Describe.

8. Is executive management routinely informed of information technology security issues?
   a. List the most recent issues brought to their attention.
   b. How were these issues communicated to them?
      • By you
      • The press
      • Internal auditors
      • External auditors
      • Other

9. Do you consider executive administration proactive or reactive to information security? Describe.

10. What percentage of information systems budget is allocated for security?

11. What commitment to information security has executive administration made in the last year? For example:
    • Development of or enhancements to information security policies; additional personnel, e.g., security administrator
    • Security software packages, e.g., RACF, ACF2, Top Secret
    • Increase in budget for security

12. Discuss the impact that an "information security problem," e.g., computer virus, unauthorized access to academic records, etc., would have on the institution. For example:
    • The institution could not attract top students; loss of research grants (both private and government), donations, and endowments; enrollment would decline due to poor public image; legal implications due to lawsuits, etc.
    • Recruiting and/or retaining staff.
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Interview Guide Part II

What steps are being taken to address the information security concerns and issues?

NOTE: The information security issues and concerns from Part I are the basis for this section. Identify each issue and ensure it is addressed in this section.

1. Is there an established (formalized) security administration function?
   a. If so, describe the responsibilities, reporting structure, staff complement—part-time or full-time employee, staff assistant, professional security personnel, etc.—of this function.
   b. If not, why?
      • Not in the budget
      • Computer environment is too small

2. Are security and control methodologies either currently being employed or under review to protect assets in each computer environment, e.g., hardware, software, and information?

   Methodologies to consider include security software (RACF, ACF2, and TOP SECRET); access control devices, i.e., smart cards, proximity cards, swipe cards, key pads, security guard; contingency plan or disaster recovery plan.
   a. Does implementation adhere to policies?

3. Is computer activity monitored and are breaches of security investigated for each environment?
   a. Is monitoring on a 24-hour, 7-day-a-week basis?
   b. How are breaches of security that occur after “normal” business hours investigated?
   c. How are security violations dealt with? Are security privileges revoked?
      • If so, for how long?
      • If not, why?

4. Does the institution have the following:
   • Information systems steering committee
   • Strategic planning committee
   • Internal audit department
   • Internal EDP audit function
   • Risk assessment committee
   • User group participation in determining security policies
   • Quality assurance group
   • Other...

5. Describe the steps that are being taken to raise the security consciousness in each of the following groups at this institution.
   • Executive administration
   • Administration
   • Operational staff
   • Teachers
   • Students
a. Who is responsible?

b. Are the means effective? If not, why?

6. Has an objective assessment of security risk been performed within the last two years?

7. If so, did the results indicate that improvements should be made?

   a. Where appropriate, describe the nature of the recommended improvements as they may relate to:
      • Policy
      • Procedures
      • Operations
      • Physical access
      • Logical access

   b. What was executive administration's receptivity to the recommendations to improve information security?

   c. Is the implementation of the accepted recommendations proceeding on schedule? If not, why not?

   d. What recommendations were not approved for implementation? What were the reasons for not implementing the recommendations? For example:
      • Cost versus benefit was not acceptable
      • Funding was not in budget.

8. Have the incidences of computer viruses and breaches of security in colleges and universities resulted in changes to or increased focus upon information security in the various computer science courses at this institution?

   a. If so, please describe.

   b. If not, why?

   c. What is your opinion of the above?

9. Have the incidences of computer viruses and breaches of security in colleges and universities resulted in any changes to:
   • Mainframe software development procedures and controls?
   • Microcomputer usage procedures?

   a. If so, please describe.

   b. If not, why?

10. Are policies and procedures in place that set forth a code of conduct by which all student users of institutional microcomputers are expected to abide? If not, why not?

    a. Is the code of conduct adequate?

    b. What party is responsible for enforcing the code and how is enforcement carried out?

    c. How are infractions dealt with?

    d. If a code of conduct or statement of practices is in place:
Does it differentiate between using the same software on a student-owned microcomputer vs. one owned by the institution?

Does it properly address the policies and procedures by which software is allowed to be executed on the institution's microcomputers?

Does it properly address the policies and procedures for utilizing the institution's microcomputers to connect to public bulletin boards and downloading software for execution in the institution's computer environments?

11. Do you consider the information security support that you are receiving from each of the following to be adequate?
   - Executive administration
   - Administration
   - Operational staff
   - Teachers
   - Students

   a. If so, why?
   b. If not, what additional resources would be required?

12. Describe the role that the institution's internal auditors, external auditors, or consultants have in design, review, and testing of information security.

   a. What methodologies do they employ to review and test security? For example:
      - Questionnaires
      - Independent audit used to analyze security software, i.e., RACF-DSMON, auditing through CICS, VTAM, SMF, etc.
      - Testing of network security, e.g., penetration studies

   b. How effective is each of their roles?

   c. Could the role of the internal auditors, external auditors, or consultants be expanded to improve the information security environment?

   d. Describe the role and prioritize the additional functions, services, software, or products that each group could provide.

**Interview Guide Part III**

What do you see as the information security issues of the institution in the 1990s?

NOTE: This section will generate a list of issues and possible solutions. The list should be prioritized using a scale of 1 to 5 (1 highest).

A partial list of concerns for the 1990s is:

- What impact will enhanced voice, data, and image transmission capabilities have on security?
- Will security advance at the same pace as technology?
- Proliferation of microcomputers, end-user computing, LANS, WANS, connectivity
- Costs of adequate information security
- Balancing of academic freedom, security, and technology needed to provide the best education in a competitive market, i.e., attract the best students; obtain grants, donations, and research funding; for public tax based institutions, public access to information
- Maintain a "proactive rather than a reactive" role in security environment
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